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1. INTRODUCCION
1.1. DEFINICION DEL SISTEMA INTERNO DE INFORMACION

El Sistema Interno de Informacidn (“Sistema”) se constituye como uno de los pilares basicos dentro
de la cultura de cumplimiento normativo de ADEO HOLDING IBERIA, S.A., asi como de sus entidades
dependientes (“Adeo Iberia”).

El presente procedimiento serd de aplicacidn para las siguientes entidades de “Adeo Iberia”:
° Adeo Holding Iberia, S.A.
° Leroy Merlin Espaiia, S.L.
° Inmobiliaria Leroy Merlin, S.L.
° Adeo Logistic Iberia, S.L.
° Bricolage Bricoman, S.L.U.
° Inmobiliaria Bricolaje, S.L.U.
° BCM — Bricolage, S.A. (sociedad portuguesa)
° Brimogal Sicafi Especial, S.A. (sociedad portuguesa)

Este Sistema tiene como finalidad proporcionar mecanismos de comunicacién eficaces que ayuden
a fortalecer el compromiso de Adeo lberia con la ética, la transparencia y el cumplimiento de la
legalidad, evitando y reaccionando ante eventuales irregularidades que pongan en peligro la
integridad de Adeo Iberia.

1.2. OBIJETIVO

En linea con lo anterior, a través de este Procedimiento de gestion del Sistema Interno de
Informacion (“Procedimiento”), y de conformidad con la Directiva (UE) 2019/1937 del Parlamento
Europeo y del Consejo relativa a la proteccion de las personas que informen sobre infracciones del
Derecho de la Unidn Europea y la Ley 2/2023, de 20 de febrero, reguladora de la proteccién de las
personas que informen sobre infracciones normativas y de lucha contra la corrupcidn, se procede a
la gestidn y tramitacidn de las comunicaciones recibidas a través Sistema Interno de Informacion,
en el que se integran los canales de comunicacidn actualmente habilitados en Adeo Iberia.

El objetivo del presente Procedimiento es describir el proceso de actuacién ante la deteccién de
incumplimientos, irregularidades, infracciones e, incluso, cualesquiera conductas ilicitas.

1.3. REFERENCIAS NORMATIVAS

A continuacién se detallan las referencias normativas de ADEO HOLDING IBERIA, S.A., en calidad de
sociedad holding. Asimismo, se atenderd a la normativa interna complementaria de cada una de las
business units o filiales que integran Adeo Iberia.

° Politica corporativa del Sistema Interno de Informacién de Adeo lberia.
° Cédigo Etico de ADEO IBERIA.

° Politica de Cumplimiento Penal de Adeo lberia.



ades

2. AMBITO DE APLICACION

2.1. AMBITO DE APLICACION SUBIJETIVO

2.1.1. ¢QUIENES PUEDEN O DEBEN UTILIZAR LOS CANALES DE ADEO IBERIA?

A. Podran formular denuncias y consultas (“Comunicaciones”) a través de los canales de Adeo
Iberia los siguientes colectivos:

Personas trabajadoras.

Personal subcontratado o puesto a disposicion de Adeo Iberia a través de empresas de
trabajo temporal (ETT).

Becarios y personal en régimen de formacién.

Voluntarios/as.

Candidatos que estén en un proceso de seleccidn y recruiting.

Antiguos empleados/as.

Representantes legales de las personas trabajadoras.

Miembros de los 6rganos de administracidn, direccidn y supervisién de Adeo lberia.

Accionistas o socios de Adeo lberia.

Todos ellos, en adelante, “Personas Interesadas” de Adeo lIberia.

B. También podran formular Comunicaciones:

Terceros, personas fisicas o juridicas, que en un contexto profesional colaboren con
Adeo lberia.

Cualquier persona que trabaje para, o bajo su supervisién o direccion, un proveedor,
contratista o subcontratista de Adeo lberia.

Del mismo modo, cualquier otra persona que tenga conocimiento o sospecha de
cualesquiera irregularidades de las contempladas en el apartado 2.2. Ambito de

aplicacion objetivo.

Todos ellos, en adelante, “Terceros Externos”.

2.1.2. ¢QUIENES PUEDEN SER DENUNCIADOS LOS CANALES DE ADEO IBERIA?

Pueden ser objeto de Comunicacién todas las Personas Interesadas de Adeo Iberia y sus Terceros

Externos.

2.2. AMBITO DE APLICACION OBJETIVO

2.2.1. ¢QUE MATERIAS QUEDAN INCLUIDAS DENTRO DEL AMBITO DE APLICACION DEL SISTEMA
INTERNO DE INFORMACION?

Tanto las Personas Interesadas como los Terceros Externos podran interponer a través del Sistema

las Comunicaciones que estimen convenientes sobre las siguientes materias:
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A. Infracciones contempladas dentro del articulo 2 de la Ley 2/2023, de 20 de febrero, reguladora
de la proteccion de las personas que informen sobre infracciones normativas y de lucha contra la

corrupcion
° Hechos o conductas que puedan tener trascendencia penal a nivel nacional.

° Hechos o conductas que puedan tener trascendencia penal internacional por tratarse
de infracciones penales extraterritoriales. En este caso, existe el deber de reporte a
ADEO HOLDING IBERIA, S.A.

° Infracciones administrativas graves o muy graves.
° Infracciones del Derecho laboral en materia de seguridad y salud en el trabajo.
° Infracciones del Derecho de la Unidn Europea incluidas en el ambito material de

aplicacion de la Directiva (UE) 2019/1937 del Parlamento Europeo y del Consejo, de 23
de octubre de 2019, relativa a la proteccién de las personas que informen sobre
infracciones del Derecho de la Unidn, y la Ley espaiola de transposicién (Ver detalle en
Anexo |).

Con independencia de que sea posible presentar a través del Sistema Interno de Informacién de
Adeo lberia comunicaciones, quejas y/o reclamaciones sobre otras cuestiones distintas a las
anteriores, se hace constar que Unicamente quedaran amparadas bajo las medidas de proteccion
que se establecen en la Ley 2/2023, de 20 de febrero aquellas Comunicaciones relacionadas en los
parrafos anteriores.

B. Adicionalmente, cualesquiera otros incumplimientos o vulneraciones en materia de
cumplimiento ético o relativo a normas internas de Adeo Iberia:

° Cualquier infraccién de los valores y principios establecidos en el Cédigo Etico.

° Vulneraciones del Modelo de Cumplimiento de Adeo lberia o de cualquier norma
interna en materia de ética y cumplimiento.

° Incumplimientos del Programa de Prevencidn de Blanqueo de Capitales o de cualquier
norma interna en la materia.

2.2.2. ¢{QUE MATERIAS QUEDAN EXCLUIDAS DEL AMBITO DE APLICACION DEL SISTEMA INTERNO
DE INFORMACION?

Quedan fuera del ambito del Sistema Interno de Informacidn de Adeo Iberia aquellas
Comunicaciones que traten cuestiones de naturaleza interpersonal’ que no supongan un
incumplimiento y/o que formen parte del ambito estrictamente personal y privado entre las
personas involucradas. Asimismo, se excluye toda comunicacién sobre informaciones ya disponibles
publicamente, o que constituyan meros rumores.

! De conformidad con la jurisprudencia laboral, se entiende por “conflicto interpersonal” cualquier situacion de
contradiccidn o desavenencia entre los intereses de dos o0 mas personas que trasciende a la relacién laboral.



3. MECANISMOS PARA LA PRESENTACION DE DENUNCIAS Y CONSULTAS
(“COMUNICACIONES”)

3.1. CANALES DE COMUNICACION INTERNOS

El Sistema Interno de Informacién de Adeo Iberia se encuentra integrado por diferentes mecanismos
de comunicacion:

° Canal Etico: plataforma online proporcionada por una empresa tecnoldgica
especializada y que es accesible en la web e intranet de Adeo Iberia en una seccion
separada y facilmente accesible.

La plataforma cuenta con medidas para preservar la seguridad e integridad de la
informacion y tratamiento de datos personales.

° En situaciones de acoso, las informaciones seran tramitadas de conformidad al
protocolo de acoso especifico vigente en cada una de las entidades de Adeo Iberia.

° Reunidn presencial o mediante videoconferencia: se ofrece también la posibilidad por
comunicar cualquier conducta de manera verbal mediante la peticion por parte del
informante de una reunién presencial o videoconferencia con el Responsable del
Sistema Interno de Informacién o gestores delegados. Se advertira al Informante de su
grabacidn en formato seguro, duradero y accesible.

La presentacién de la Comunicacién se realizard preferentemente a través del Canal Etico?,
resultando la via mds adecuada tanto para poder garantizar los derechos que asisten a las partes y
que se recogen en el presente Procedimiento, como para poder mantener una comunicacién efectiva
con el informante en aras de una mejor gestion de la misma.

No obstante, si la Comunicacidn se realizara por cualquier otra via y la misma contuviese suficientes
indicios de verosimilitud, sera igualmente gestionada de conformidad con el presente
Procedimiento.

3.2. CANALES DE COMUNICACION EXTERNOS

Adicionalmente, todas las entidades del sector publico estaran obligadas a disponer de canales de
comunicacién externos en los términos previstos por la Ley 2/2023, con el objetivo de comprobar e
investigar aquellos incumplimientos que reciba de terceros cuya instruccidon corresponda a sus
competencias.

De este modo, con caracter adicional, se pone a disposicion de los Informantes los diferentes canales
externos de comunicacion gestionados por la Autoridad Independiente de Protecciéon del
Informante (A.A.l.), autoridades u érganos autondmicos correspondientes, a través de los cudles
se podra informar sobre la comisidon de cualesquiera de las acciones u omisiones incluidas en el
ambito de aplicacion de la Ley 2/2023.

2 Las Comunicaciones en materia de acoso laboral y/o sexual se podran presentar por cualquiera de las vias
establecidas en el protocolo de acoso correspondiente.



El Consejo de Administracion de ADEO HOLDING IBERIA, S.A., ha designado a los siguientes érganos
colegiados como responsables del sistema interno de informacidn por cada grupo de sociedades:

4. RESPONSABLE DEL SISTEMA INTERNO DE INFORMACION

e Para Adeo Holding Iberia, S.L., Leroy Merlin Espafia, S.L., Inmobiliaria Leroy Merlin, S.L, y
Adeo Logistic Iberia, S.L. se ha desighado como Responsable del Sistema interno de
informacién al Comité Etico y de Cumplimiento, encargado de su gestién.

e Para Bricolaje Bricoman, S.L. e Inmobiliaria Bricolaje, S.L.U., se ha designado como
Responsable del Sistema interno de informacién al Comité Etico y de Cumplimiento de la
business unit, encargado de su gestion.

e Para BCM - Bricolage, S.A. y Brimogal Sicafi Especial, S.A., se ha se ha designado como
Responsable del Sistema interno de informacién al Comité Etico y de Cumplimiento de la
business unit, encargado de su gestion.

Dichos 6rganos colegiados actuardn con autonomia e independencia de cualesquiera otros érganos,
comités, comisiones o Personas Interesadas de Adeo lberia.

No obstante, el Responsable del Sistema Interno de Informacién de cada grupo de sociedades podra
delegar la gestidn y tramitacion de expedientes de investigacion en la figura de delegado.

Tanto el nombramiento como el cese del Responsable del Sistema seran notificados a la Autoridad
Independiente de Proteccion del Informante (A.A.l.), o, en su caso, a las autoridades u érganos
autondmicos competentes, en el plazo establecido legalmente.

A continuacion, se detallan las competencias y responsabilidades atribuidas al Responsable del
Sistema:

° Le corresponde velar por el caracter confidencial de la identidad de la persona (el
“Informante”) que haga uso del Sistema y libremente escoja identificarse. Asi, velara
porque la identidad del Informante no sea desvelada a terceros -en especial, al
denunciado- sin su consentimiento o salvo que resulte legalmente obligatorio (por
ejemplo, por requerirlo formalmente un Juzgado o Tribunal).

° Tratara de mantener una via de comunicacién con el Informante segura y confidencial,
utilizando para ello las herramientas habilitadas segun las circunstancias (vid. apartado
3. Mecanismos para la presentacion de consultas y denuncias).

° Velard porque la tramitacion, instruccién y resolucion de las Comunicaciones que se
reciban se realice con arreglo a la legislacién y principios de la Politica Corporativa del
Sistema Interno de Informacion, actuando en todo momento con plena independencia,
autonomia e imparcialidad.

° Reportara periédicamente al Comité de Direccion y el Consejo de Administracién, al
menos anualmente y siempre que sea necesario, facilitando cuanta informacion sea
requerida sobre la actividad del Sistema, preservando en cualquier caso la
confidencialidad y seguridad de la informacidn que obre en su poder, y garantizando el
pleno respeto de las garantias y derechos de los usuarios establecidas en la Politica
Corporativa del Sistema Interno de Informacion.



° Finalmente, el Responsable del Sistema conservara actualizado el Libro Registro con la
informacidn de las comunicaciones recibidas.

5. PROCESO DE TRAMITACION DE COMUNICACIONES
5.1. PRESENTACION DE CONSULTAS

El Canal Etico permite la recepcién y tramitacién de consultas relativas a cuestiones éticas y de
cumplimiento normativo.

Se tratara de dar una primera respuesta a la consulta o duda tramitada en el plazo maximo de [7]
dias habiles.

En caso de que la consulta o duda derive en la apertura de un expediente de investigacién, se
tramitara de conformidad con el proceso de tramitacion de Denuncias (vid. apartado 5.3. Fases del

procedimiento).

5.2. PRESENTACION DE DENUNCIAS

Las Denuncias deben basarse en criterios de proporcionalidad y veracidad y disponer de unos
elementos minimos que permitan iniciar el analisis, siendo necesario, en caso contrario, solicitar
ampliaciéon de la informacién.

En caso de llevarse a cabo una Denuncia a través de la propia plataforma del Canal Etico, en el enlace
se delimitan aquellos campos a rellenar con cardcter obligatorio (sefializados mediante un asterisco)
y aquellos que, siendo de cardacter voluntario, permiten dotar al gestor de la Comunicacién de un
mayor nivel de detalle y aportacién de informacién.

De realizarse mediante cualquier otro medio, se recomienda describir el evento de manera detallada,
consignando (i) en qué consiste la conducta potencialmente irregular, (ii) las posibles personas
implicadas, (iii) la fecha aproximada del evento; y (iv) el area de actividad afectada, aportando, en su
caso, documentos o evidencias de los hechos.

5.3. FASES DEL PROCEDIMIENTO

Las fases del procedimiento son las siguientes:

° Recepcidn y acuse de recibo.

° Solicitud de ampliacién de informacion.

° Valoracidn preliminar.

° Instruccion de la investigacion.

° Resolucién del procedimiento.

° Medidas disciplinarias ante incumplimientos.

5.3.1. RECEPCION Y ACUSE DE RECIBO

El Responsable del Sistema serd el encargado de recibir las Denuncias formuladas a través de los
distintos canales del Sistema Interno de Informacion, asi como cualquier otra comunicacion que se



reciba sobre posibles incumplimientos o hechos irregulares producidos dentro del alcance del
presente Procedimiento.

En aquellos casos en los que la denuncia sea recibida a través de otro medio diferente al Canal Etico,
el Responsable del Sistema procedera a su registro en la propia herramienta soporte, asignandole
un cadigo de identificacion.

La presentacién de la denuncia generara un acuse de recibo automatico, que debera ser enviado al
Informante en el plazo de siete (7) dias naturales siguientes a su recepcion. Ello, no obstante y de
manera excepcional y justificada, salvo que tal acuse de recibo pueda poner en peligro la
confidencialidad de la informacidn.

éCuales son las especialidades en el caso de reunidn presencial?

Si el Informante accediera a mantener una reunion presencial , de acuerdo con la referida Ley
2/2023, el Responsable del Sistema habra de documentar la denuncia (i) bien mediante su grabacién
envideo (previa solicitud y autorizacién del denunciante) o (ii) a través de una transcripcion completa
y exacta de la conversacién mantenida.

Respecto de dicha reunidn:

° El Informante podrd asistir acompafiado, si asi lo desea, de un abogado o de un
representante de los trabajadores.

° Para garantizar la debida confidencialidad de la investigacién, quienes asistan a esta
reunién serdn informados por el Responsable del Sistema de su deber de secreto y
confidencialidad, asi como de toda la informacién legal en materia de Proteccién de
Datos. Para ello, con caracter previo a su comienzo, se informara a los asistentes
respecto de los derechos y obligaciones de partes.

° En caso de que alguno de los asistentes se opusiera a la grabacién de la reunién , se
procedera a la transcripcién de la misma mediante acta, la cual serd firmada por la
totalidad de los presentes en la reunién. Si por cualquier motivo el Informante o alguno
de los presentes no quisiera firmar el acta, se hard constar asi y la investigacion seguira
su curso.

° Finalmente, el Responsable del Sistema adjuntard la grabacién o la transcripciéon de la
conversacion en la herramienta del Canal Etico, y continuard la instrucciéon del
expediente de investigacion conforme a lo establecido en los siguientes apartados.

éSe puede solicitar informacidn adicional?

En caso en que, tras la revision inicial de la informacién recibida se considere que la misma no es
suficiente para determinar el alcance de la Denuncia, se solicitara al Informante que amplie la
informacién y/o documentacion aportada, detallando los aspectos concretos de la informacion que
deban ser ampliados.

5.3.2. VALORACION PRELIMINAR

Recibida y registrada la Denuncia, el Responsable del Sistema debera llevar a cabo un analisis
preliminar de la misma. Asi, atendiendo al contenido de la Denuncia, posibles indicios de infraccién
y pruebas facilitadas, el Responsable decidira sobre su admisién o inadmisién a tramite:



° Admision a tramite: Se acordara la admision a tramite de la Denuncia recibida cuando

cumpla con los requisitos formales y materiales descritos en este Procedimiento,
debiendo el Responsable del Sistema admitirla a tramite en el plazo de 7 dias naturales
desde el envio del acuse de recibo, e iniciar la fase de investigacion.

° Inadmision a tramite: En caso contrario, el Responsable del Sistema se acordara la
inadmision a trdmite de la Denuncia, en el plazo de 7 dias naturales desde el envio de
acuse de recibo.

Sin perjuicio de lo anterior, en aras a garantizar el buen funcionamiento del Sistema, si el
Responsable del Sistema considera que la Denuncia tiene algin defecto subsanable (ya sea formal o
material), previamente a su admisidon o inadmision a tramite se lo comunicara al Informante para
que lo subsane tan pronto le resulte posible.

Del mismo modo, si el Responsable del Sistema considera que la informaciéon facilitada no es
suficiente para iniciar una investigacion, se lo indicard también al Informante para que, en su caso,
proceda a su ampliacidn y detalle o facilite posible informacién adicional.

5.3.3. INSTRUCCION DE LA INVESTIGACION
¢Como se designa al instructor?

Llevado a cabo el analisis preliminar, el Responsable del Sistema nombrard al instructor de la
investigacion, en funcion de la materia y ambito concreto afectado por la Denuncia, que reportara al
Responsable del estado de la investigacidn.

La designacion del instructor se hard constar en la herramienta del Canal Etico, incluyendo cuanta
documentacién e informacidn se estime conveniente (p.ej. a titulo ilustrativo, acta de designacion,
acuerdo de confidencialidad, etc.).

El instructor debera tener acceso a toda la documentacién e informacion relacionada con los hechos
objeto de Denuncia.

¢Qué plazos debe tener la instruccion?

Designado al instructor, se llevard a cabo la correspondiente investigacién interna, cuya duracién no
podra exceder del plazo maximo de tres (3) meses a contar desde la recepcion de la Denuncia. En
casos de especial complejidad que requieran una prorroga, este plazo podra ampliarse hasta tres (3)
meses adicionales. En la fase de investigacion se empleardan medios suficientes y adecuados,
internos o externos, respetando siempre los derechos fundamentales del Informante y del resto de
partes implicadas. Asimismo, se podra recabar del Informante, denunciado, u otros profesionales,
toda la informacién y documentacion que considere oportuna en cada momento para la instruccion
de la Denuncia.

¢Como se gestiona la investigacion?

El Instructor sera el investigador principal y podra apoyarse en un experto externo para llevar a cabo
la Investigacidn.

No obstante, el Responsable del Sistema supervisara la gestidn e investigacion de las Denuncias que
instruyan los anteriores organos especializados, y les prestard en todo momento su soporte,
asistencia y asesoramiento.



Se garantizard el derecho de defensa y el derecho a la presuncion de inocencia y al honor de las

personas afectadas, asi como el derecho de la persona afectada a ser oida en cualquier momento
previo a la resolucion.

Asimismo, se extremard en todo momento la debida confidencialidad de los sujetos implicados y
muy especialmente, del informante, protegiendo su identidad para evitar filtraciones.

En ningln caso se concederad el derecho de acceso total al expediente y, en concreto, a la
comunicacion inicial o a cualesquiera documentos de los que pudiera derivar sospecha o revelacién
de la identidad del informante. De esta manera, la identidad del informante sélo serd conocida por
el equipo instructor que hubiera sido designado y, ocasionalmente, por aquellas otras areas o sujetos
de las business units que deban intervenir en la tramitacién con motivo de las especialidades de la
Denuncia.

De este modo, salvo aquellas excepciones previstas legalmente, la identidad del informante no se
facilitard a ninglin tercero. Ademas, las personas de Adeo Iberia que, por sus funciones, puedan tener
acceso y conocer las Denuncias que se presenten y la identidad del informante, estan obligadas a
guardar la debida confidencialidad y secreto profesional, tanto sobre la identidad del informante
como sobre su contenido.

5.3.4. INFORME DE INVESTIGACION

Una vez finalizadas todas las diligencias de analisis, el Instructor elaborard el Informe de
Investigacion que contendra, al menos, los siguientes extremos:

° Hechos relatados en la Denuncia.

° Diligencias practicadas en la instruccién del expediente.
° Resultado de las diligencias practicadas.

° Alegaciones de la persona denunciada.

° Valoracidn de los hechos denunciados.

5.3.5. RESOLUCION DEL PROCEDIMIENTO

El Responsable del Sistema, a la vista del Informe derivado de la instruccion, elaborara una
“Propuesta de Resolucion” de la Denuncia formulada, en la que se pronunciara sobre:

° El archivo de la Denuncia. El Responsable del Sistema acordara el archivo de la
Denuncia y de las actuaciones realizadas cuando, tras la oportuna investigacién,
considere que no hayan quedado suficientemente acreditados los hechos denunciados,
0 éstos no sean constitutivos de una infraccion de las incluidas en el ambito objetivo
del Sistema Interno de Informacidn.

° La propuesta de las medidas disciplinarias a adoptar. Cuando los hechos denunciados
hayan quedado suficientemente acreditados y, ademads, sean constitutivos de una
infraccion incluida en el ambito objetivo del Sistema, el Responsable del Sistema:

- Formulard por escrito una propuesta de resolucion, debidamente justificada,
de las posibles medidas disciplinarias a adoptar y/o la gravedad de los hechos.
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- Propondrd remitir la Denuncia, los resultados documentados de la

investigacion y la propuesta de sancion y/o la valoracion de los hechos, a la
Direccién de Recursos Humanos de la sociedad que corresponda.

- Si el denunciado fuera un Tercero Externo, instara la adopcidn de las medidas
legales necesarias (de indole contractual, administrativo o penal, segun
corresponda).

° Medidas de proteccidon del Informante. Cuando, habiéndose acreditado los hechos
denunciados, éstos fueran constitutivos de las infracciones e incumplimientos previstos
en la Politica Corporativa del Sistema Interno de Informacion, y atendiendo a las
circunstancias de cada caso concreto, el Responsable podra valorar el mantenimiento
de las medidas de proteccion del Informante que se hubieran desplegado durante el
proceso de tramitacidn e investigacion de la Denuncia.

5.3.6. COMUNICACION AL DENUNCIADO

De acuerdo con la legislacion aplicable, el denunciado y las personas a las que se refiera la Denuncia
presentada tienen derecho a ser informados sobre las acciones u omisiones que se le atribuyen, y a
ser oidas en cualquier momento durante la investigacion.

Con caracter general, se habrd de emitir una comunicacién al denunciado informando de los hechos
denunciados, asi como de los derechos y deberes que le asisten. Dicha comunicacién se podra
realizar en el plazo que el Responsable del Sistema estime conveniente, a la vista del buen fin de la
investigacion.

6. GESTION DE CONFLICTOS DE INTERES

Existe un posible conflicto de interés cuando la objetividad, imparcialidad y/o neutralidad de quien
ha de tomar decisiones sobre una Denuncia estan o pueden estar comprometidas por su relacién -
personal o profesional- con el Informante, con el denunciado, o con los hechos denunciados.

El conflicto de interés puede ser:

° Directo, cuando se es objeto de la Denuncia, o cuando ha sido denunciado previamente
(en los ultimos doce meses) por el denunciante

° Indirecto, cuando sin ser el denunciado, la objetividad tenga riesgo de verse
comprometida por otros motivos, tales como:

- La existencia de una relacion de afectividad o parentesco con el denunciado.

- Amistad o enemistad manifiesta con el Informante o el denunciado o, si son
varios, con cualquiera de ellos.

- Vinculacion por razén de matrimonio o andloga relacién de efectividad o de
parentesco con el Informante o el denunciado o, si son varios, con cualquiera
de ellos.

- La presencia de intereses personales (p.ej. econdmicos o de desarrollo
profesional) que puedan verse comprometidos por la investigacion de los
hechos denunciados.
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- La existencia de una responsabilidad indirecta (p.ej. por inaccién) en relacién
con los hechos denunciados.

- La relacion de equipo directa entre el informante y el denunciado.

- En definitiva, cualquier otra circunstancia que impidiera actuar con la necesaria
independencia, imparcialidad y objetividad, por tener un interés directo en los
hechos denunciados.

¢Qué medidas se pueden adoptar para evitar un eventual conflicto de interés?

° En el caso de que la Comunicacion fuera dirigida contra el Responsable del Sistema, o
concurriera algun conflicto de interés, éste se abstendra de intervenir en la tramitacién
del expediente (salvo en lo que procediera en su condicion de denunciado), siendo la
instruccion derivada y tramitada por el equipo competente de Adeo Services.

° Si la Comunicacion afectase a algin miembro del Consejo de Administracion, la
instruccidn sera derivada y tramitada por el equipo competente de Adeo Services,
actuando el Responsable del Sistema en calidad de soporte.

° En el caso de que la Comunicacidn tuviese trascendencia penal, se analizara
casuisticamente para que, en su caso, la misma sea tramitada directamente por el
Responsable del Sistema de la business unit correspondiente.

De concurrir cualquier otro tipo de conflicto de interés, la supuesto de hecho sera analizado caso por
caso, al objeto de determinar el flujo de instruccidn y resolucién mas adecuado.

7. PROTECCION A LOS INFORMANTES

Se prohiben expresamente los actos constitutivos de represalia, incluidas las amenazas de represalia
y las tentativas de represalia contra las personas que presenten una comunicaciéon conforme a lo
previsto en este Procedimiento.

No obstante, la prohibicién de represalias prevista no impedird la adopcion de las medidas
disciplinarias que procedan cuando la investigacion interna determine que la Comunicacion es falsa
y que la persona que la ha realizado era consciente de su falsedad, habiendo actuado asi con mala
fe.

Las condiciones, medidas y plazos de protecciéon de los informantes frente a represalias se
encuentran regulados en el Protocolo de No Represalias (Anexo 1ll).

8. PROTECCION DE DATOS

Los datos que se proporcionen a través del Canal Etico seran identificados como un tratamiento de
datos personales e incluidos en el Registro de Actividades de Tratamiento un fichero de datos de
caracter personal, titularidad de ADEO y de cada una de las diferentes filiales que se adhieran al
presente procedimiento, para la gestién de la comunicacién recibida en el Canal Etico, asi como para
la realizacidon de cuantas actuaciones de investigacién sean necesarias. Esta base de datos serd
tratada, tanto por ADEO como por cada una de las filiales, conforme lo establecido en la normativa
de proteccidn de datos de caracter personal vigente en cada momento.
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La aplicacién informatica incorporard la funcionalidad necesaria que permita comunicar al
informante sobre el tratamiento de sus datos (cuya base de licitud es el interés publico y la obligacién
legal), segln se establece en la vigente normativa de proteccion de datos, asi como la custodia de
estos para su exhibicién ante la autoridad de control del pais de cada filial y la Agencia Espafiola de
Proteccion de Datos si fuera necesario.

La relacién entre ADEO vy las diferentes filiales, en cuanto al tratamiento de datos personales, se
sustanciard en las diferentes Politicas de Privacidad que tendrdn que tener cada una de ellas a
disposicidon de los denunciantes en la herramienta.

Los datos facilitados a través del Canal Etico seran tratados, exclusivamente, por el personal
autorizado para la gestion y tramitacion de la comunicacion.

Los datos personales recabados en el marco del Canal Etico se limitardn a los estrictos y
objetivamente necesarios para tramitar las denuncias vy, si procede, comprobar la realidad de los
mismos, asi como para adoptar las medidas legales que puedan corresponder de los hechos
denunciados.

ADEO se compromete a tratar en todo momento los datos de caracter personal recibidos a través
del Canal Etico de forma absolutamente confidencial y de acuerdo con las finalidades previstas en
este Procedimiento, y adoptara las medidas técnicas y organizativas necesarias para garantizar la
seguridad de los datos y evitar su alteracidn, pérdida, tratamiento o acceso no autorizado, habida
cuenta de lo dispuesto en la legislacién sobre proteccion de datos de caracter personal.

Las personas cuyos datos personales sean tratados en el marco y contexto del Canal Etico tienen los
siguientes derechos:

e Tendran derecho a obtener confirmacidn sobre si en ADEO se estan tratando sus datos
personales o no, en el marco de la gestiéon del Canal, asi como a solicitar el acceso,
rectificacién, cancelacién, limitacidon del tratamiento y oposicién de los datos inexactos, o
en su caso, solicitar su supresion, cuando, entre otros motivos, los datos ya no sean
necesarios para la gestién del Canal Etico.

e En determinadas circunstancias, podran oponerse al tratamiento de sus datos personales.

e Elinformante podra ejercitar los derechos de acceso vy, rectificacion y supresion respecto a
sus datos personales en cualquier momento mediante correo electrdnico dirigido a su
Delegado de Protecciéon de Datos comunicacién escrita dirigida a la Unidad Central de
Proteccién de Datos (UCPD) y, en su caso, cuantos derechos puedan asistirle estuvieran en
vigor conforme a la normativa de proteccidon de datos y no entren en colisiéon con lo
dispuesto en materia de compliance.

e También podran reclamar ante la Agencia Espafiola de Proteccién de Datos (como Autoridad
de Control competente en materia de Proteccidon de datos de cada pais ), especialmente
cuando no haya obtenido satisfaccidon en el ejercicio de sus derechos., mediante escrito
dirigido a Agencia Espafiola de Proteccidn de datos ¢/ Jorge Juan, 6 28001, Madrid; o a través
de la web https://www.aepd.es”.

Los datos de caracter personal seran suprimidos en un plazo maximo de dos (2) meses desde su
recepcioén si los hechos no hubieran sido probados o no se continuase con la investigacién. Si se
siguiese adelante con la investigacion y se necesitase mas tiempo, se suprimiran de la herramientay
se mantendran en un drea reservada dentro de ADEO o de cada filial, segln corresponda, con un
acceso limitado al equipo investigador.

En caso contrario, los datos se conservaran en tanto sean necesarios para ADEO o cualquiera de las
diferentes filiales en el ejercicio de sus derechos en materia de defensa juridica y/o para el ejercicio
de acciones disciplinarias oportunas, o para ser puestos a disposicion de las Fuerzas y Cuerpos de
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Seguridad del Estado o de las autoridades judiciales competentes de conformidad con la legislacién
vigente.

9. APROBACION, PUBLICACION Y ENTRADA EN VIGOR

El Procedimiento de gestion del Sistema Interno de Informacion ha sido aprobado por el Consejo de
Administracion de ADEO HOLDING IBERIA, S.A. en su reunion del dia 9 de junio de 2023 entrando en
vigor en este mismo momento, y resultando de aplicacién al conjunto de entidades dependientes
que forman parte de Adeo Iberia, mediante adhesion de al mismo.

El Procedimiento se encuentra disponible a través de la pagina web corporativa, en la intranet de
cada una de las entidades dependientes, asi como en la propia herramienta del Canal Etico.

Este Procedimiento serd revisado, actualizado, aprobado y difundido de manera periddica y siempre
que resulte necesario practicar cualesquiera modificaciones.
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ANEXO | - CATALOGO DE INFRACCIONES CONTEMPLADAS EN LA DIRECTIVA (UE) 2019/1937

a) Infracciones que entren dentro del ambito de aplicacion de los actos de la Unidn
enumerados en el anexo relativas a los ambitos siguientes:

i contratacidn publica,

ii. servicios, productos y mercados financieros, y prevencion del blanqueo de capitales
y la financiacién del terrorismo,

iii. seguridad de los productos y conformidad,
iv. seguridad del transporte,

V. proteccion del medio ambiente,

vi. proteccion frente a las radiaciones y seguridad nuclear,
vii. seguridad de los alimentos y los piensos, sanidad animal y bienestar de los animales,
viii. salud publica,

iX. proteccion de los consumidores,

X. proteccion de la privacidad y de los datos personales, y seguridad de las redes y los

sistemas de informacion;

b) Infracciones que afecten a los intereses financieros de la Unidn tal como se contemplan en
el articulo 325 del TFUE y tal como se concretan en las correspondientes medidas de la
Union;

c) Infracciones relativas al mercado interior, tal como se contemplan en el articulo 26, apartado
2, del TFUE, incluidas las infracciones de las normas de la Unién en materia de competencia
y ayudas otorgadas por los Estados, asi como las infracciones relativas al mercado interior
en relacidon con los actos que infrinjan las normas del impuesto sobre sociedades o a
practicas cuya finalidad sea obtener ventaja fiscal que desvirtie el objeto o la finalidad de la
legislacidn aplicable del impuesto sobre sociedades.
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ANEXO Il — CANALES EXTERNOS DE LAS AUTORIDADES COMPETENTES

ANEXO Il - PROTOCOLO DE PROHIBICION DE REPRESALIAS
1. INTRODUCCION

En virtud de lo previsto en la Politica del Sistema Interno de Informacién y Proteccién del Informante
(en adelante, la “Politica”), asi como en el Procedimiento de Gestidn del Sistema Interno de
Informacién (en adelante, el “Procedimiento”), Adeo Iberia no tolerara represalias (incluidas las
amenazas y las tentativas de represalia) contra ningun informante por plantear una Denuncia,
comunicacién o cualquier inquietud de buena fe, o por cooperar en la investigacidon de cualquier
Denuncia, y adoptard sus mayores esfuerzos para evitar, perseguir y sancionar tales conductas.

2. OBIJETIVO

El Protocolo de Prohibicion de Represalias (en adelante, el “Protocolo”), tiene como principal
objetivo la proteccién de los informantes que presenten una Denuncia a través de los canales de
Denuncia comprendidos en el Sistema Interno de Informaciéon de Adeo lberia, con respecto a
posibles represalias, incluidas las amenazas de represalia y tentativas de represalia.

Asimismo, el Protocolo establece un marco de proteccién que pueda abordar eficazmente
situaciones de riesgo y proteger a las personas que denuncien de buena fe dichas represalias.

3. AMBITO DE APLICACION
El presente Protocolo resulta de aplicacién a todo el personal sujeto a la Politica de Adeo Iberia.

Adicionalmente, las medidas de proteccidn previstas en el presente Protocolo seran igualmente
aplicables:

e Aaquellas personas fisicas que asistan al informante en el proceso.

® A sus compafieros de trabajo y familiares (ascendientes y descendientes, conyuges o parejas
de hecho, y hermanos).

e Aaquellas personas fisicas que, por su estrecha relacién con él, puedan influir o condicionar
al informante a la hora de presentar una Denuncia y facilitar la informacién y posibles
medios de prueba.

® Alas personas juridicas para las que el informante trabaje o con las que mantenga cualquier
otro tipo de relacién en un contexto laboral o en las que ostente una participacién
significativa. A estos efectos, se entiende que la participacién en el capital o en los derechos
de voto correspondientes a acciones o participaciones es significativa cuando, por su
proporcidn, permite a la persona que la posea tener capacidad de influencia en la persona
juridica participada.
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4. CONCEPTO DE REPRESALIA

e

A los efectos del presente Protocolo, se entiende por “represalia” cualquier acto u omisién que esté
prohibidos por la ley, o que, de forma directa o indirecta, supongan un trato desfavorable que situe
a las personas que las sufren en desventaja particular con respecto a otra en el contexto laboral o

profesional, sdlo por su condicion de informantes, o por haber realizado una revelacion publica.

Se exceptua el supuesto en que dicha accién u omisidn pueda justificarse objetivamente en atencién
a una finalidad legitima y que los medios para alcanzar dicha finalidad sean necesarios y adecuados.

Se consideraran represalias, entre otras, las que se adopten en forma de:

a) Suspension del contrato de trabajo, despido o extincién de la relacién laboral o
estatutaria, incluyendo la no renovacién o la terminacidn anticipada de un contrato de
trabajo temporal una vez superado el periodo de prueba, o terminacidn anticipada o
anulaciéon de contratos de bienes o servicios, imposicion de cualquier medida
disciplinaria, degradaciéon o denegacién de ascensos y cualquier otra modificacion
sustancial de las condiciones de trabajo y la no conversion de un contrato de trabajo
temporal en uno indefinido, en caso de que el trabajador tuviera expectativas legitimas
de que se le ofreceria un trabajo indefinido; salvo que estas medidas se llevaran a cabo
dentro del ejercicio regular del poder de direccién al amparo de la legislacién laboral o
reguladora del estatuto del empleado publico correspondiente, por circunstancias,
hechos o infracciones acreditadas, y ajenas a la presentacidn de la comunicacién.

b) Dafios, incluidos los de caracter reputacional, o pérdidas econdmicas, coacciones,
intimidaciones, acoso u ostracismo.

c) Evaluacién o referencias negativas respecto al desempefiio laboral o profesional.

d) Inclusién en listas negras o difusion de informacidn en un determinado ambito
sectorial, que dificulten o impidan el acceso al empleo o la contratacién de obras o
servicios.

e) Anulacion de una licencia o permiso.
f) Denegacién de formacion.

g) Discriminacion, o trato desfavorable o injusto.

5. EVALUACION DEL RIESGO DE REPRESALIAS

Cuando se reciba una comunicacidn a través de los canales habilitados por Adeo Iberia, se procedera
a evaluar el riesgo de posibles represalias para el informante y otras partes involucradas, pudiendo
para ello considerar, a titulo ejemplificativo y no limitativo, los siguientes criterios de valoracion que
establecen las mejores practicas:

° ¢Cuadl es la probabilidad de que se garantice la confidencialidad de la identidad del
informante y/o datos comunicados?

° ¢Quién mas tiene conocimiento de la Denuncia y/o los hechos?

° ¢éLa naturaleza de la informacion denunciada revela la identidad del informante?
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° ¢Elinformante se muestra especialmente preocupado por la adopcién de represalias?

¢Se tiene constancia de que ya se hayan adoptado represalias o existen amenazas
inmediatas de ello?

° ¢El informante esta involucrado en la irregularidad o esta se dirige contra éI?

° ¢La Denuncia involucra multiples tipos de irregularidades?

° ¢Cémo obtuvo el informante la informacién comunicada?

° ¢Cual es la relacidn del informante con el sujeto denunciado y con la organizacion?

En funcién de la evaluacion del riesgo de represalia, se implementardn estrategias y acciones para
prevenir represalias contra el informante y otras personas involucradas, atendiendo al caso concreto.

La evaluacidn del riesgo de represalia serda objeto de seguimiento y revisién por parte del
Responsable del Sistema a lo largo de las distintas fases del proceso de tramitacion de Denuncias,
documentando los resultados obtenidos en cada reevaluacién.

6. MEDIDAS DE PROTECCION FRENTE A REPRESALIAS

A fin de proteger a los informantes, el Responsable del Sistema aplicara las medidas de proteccion
que en su caso resulten oportunas. En particular, a titulo ejemplificativo y no limitativo:

° Anonimato y confidencialidad: el informante podra, a su libre eleccién, identificarse o
presentar su Denuncia de manera andnima. En todo caso, se garantiza que todas las
Denuncias recibidas se trataran de forma confidencial y con arreglo a la normativa de
proteccidén de datos en vigor, protegiendo tanto la identidad del informante que desee
identificarse como la de los hechos, datos e informacidn aportados relativos a personas
fisicas y juridicas

Como medida para garantizar la confidencialidad de la identidad del informante que
decida identificarse, Adeo Iberia hace constar expresamente que los datos
identificativos del mismo no se encuentran comprendidos en el alcance del derecho de
acceso susceptible de ser ejercitado por el denunciado. Por ello, y como regla general,
éste no conocerd la identidad del informante.

Asimismo, todas las personas que, por razén de las funciones que desempefien, tengan
conocimiento de las comunicaciones que se formulen, estdn obligadas a guardar
secreto profesional sobre la identidad del informante y cuanta informacién o datos
tengan acceso, siendo una infraccién muy grave el incumplimiento de este deber.

° Seguimiento periddico de la situacion del informante:

o) Personal: desde el area de Recursos Humanos se llevara un seguimiento de
las condiciones laborales de los informantes, valorando la posibilidad de
adoptar medidas, temporales o permanentes, dirigidas a proteger al
profesional que haya realizado dicha Denuncia.

Para el desarrollo de las actuaciones mencionadas, el area de Recursos
Humanos podrd contar con el soporte y asistencia del Responsable del
Sistema Interno de Informacion.
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o Terceros: en la medida en la que resulte aplicable, el Responsable del Sistema

Interno de Informacidn realizara un seguimiento de la relacion mercantil con
el socio de negocio que hubiera realizado la denuncia a fin de garantizar la
ausencia de represalias, tales como la terminacién anticipada o anulacién de
contratos.

Cualquiera de los sujetos que, estando comprendidos en el dmbito de aplicacion del
presente Protocolo, sufrieran represalias, amenazas de represalia o tentativa de
represalia, como consecuencia de la comunicacién de una Denuncia a través del
Sistema Interno de Informacién, estard legitimado para solicitar la proteccién de la
autoridad competente, ademas de la proteccién de Adeo lberia.

El Responsable del Sistema registrard las actuaciones desarrolladas en el marco de su
funcién de seguimiento periddico, asi como los resultados obtenidos.

7. CONDICIONES PARA LA PROTECCION

Los sujetos contemplados en el ambito de aplicacion del presente Protocolo (apartado 3) que
comuniquen infracciones se les aplicara el régimen de proteccion previsto en este Procedimiento
siempre que:

a) La Denuncia se haya presentado cumpliendo los requisitos previstos en el
Procedimiento de Gestion del Sistema Interno de Informacion;

b) El informante tenga motivos razonables para pensar que la informacién denunciada es
veraz en el momento de presentar la Denuncia, aunque el informante no haya podido
aportar pruebas concluyentes.

Por el contrario, quedan expresamente excluidos de proteccion aquellos sujetos que informen de:
a) Informacidén que ya esté completamente disponible para el publico;
b) Denuncias que resulten inadmitidas;

c) Informacidn relacionada con conflictos interpersonales, o que afecte Unicamente al
informante y al denunciado;

d) Meros rumores;

e) Informacidn relacionada con infracciones no incluidas en el dmbito objetivo del Canal.

8. INCUMPLIMIENTOS DEL PROTOCOLO DE PROHIBICION DE REPRESALIAS

En caso de sufrir represalias, se debera informar inmediatamente al Responsable del Sistema a través
del Canal Etico para llevar a cabo las oportunas actuaciones de comprobacién, junto con la adopcién
de las medidas que se consideren necesarias para hacerlas cesar.

En todo caso, si tras la oportuna investigacion se concluyese que el informante ha sido victima de
represalias con motivo de su comunicacidn, se activara el procedimiento disciplinario
correspondiente.
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